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BULTENIMIZDE

Teknoloji, bizlerin takip edemeyecegi hizda gelismekte ve
hayatimizin ayrilmaz bir parcasi1 haline gelmektedir. Her gin
gelisen teknolojiye ayak uydurmak biz hukukcgular i¢in zorunlu hale
gelmistir. Yapay zeka, blockchain, fintech, NFT, fikri ve sinai
milkiyet, internet, e-ticaret, kisisel verilerin korunmasi gibi
kavramlarin insan haklari, ceza hukuku, sozlesmeler hukuku gibi
hukukun temel alanlarinda incelemek ve bunlar hakkinda bilgi
sahibi olmak biz hukukcularin bakis acistm gelecege
yonlendirecektir.

Ayni1 zamanda bu kazanimlar ile hukukcular, bilisim diinyasinda
yogun zaman geciren milyarlarca insanin islem giivenligini
saglamak ve dijital anlamda da gelecege temiz bir diinya birakmak
gorevi de uistlenmektedir .

Bu disunceler ile bizler de bilisim ve hukukun kesistigi
alanlardaki gelismeleri takip ederek siz degerli okuyucularimiza
aktarabilmek, yeni c¢ikan yasal duzenlemeleri sizlerle
bulusturabilmek adina Bursa Barosu Bilisim Hukuku
Komisyonu olarak sizlere her ay biilten hazirliyoruz.

Bilisim hukuku alaninda meslektaslarimizin sizler icin hazirladig:
makaleleri, haberleri, dizi, film ve kitap onerilerini ve daha bircok
icerigi her ay bultenimizden takip edebilirsiniz.

Bultenimizin siz okuyucularimiz icin bilgi verici olmasimi ve
okurken keyifli zaman gecirmenizi temenni ediyoruz.

Saygilarimizla.



ELEKTRONIK BiLGi iSLEM MAKINALARI
MAKALESiI iLE UYAP'IN 1970'LERDE
ONGORULMESI

Av. OGUZHAN SEYMEN

ELEKTRONIK BiLGi ISLEM MAKINALARI VE HUKUK Y
Dr. Hasan fsmet BIYIKLI

Toplumsai hayatin kazandiga evrim hizi ve bu evrimin giderck da-
ba karmagik bir nitelik almasi, hukukcuyu artan ve cevaplandirilmas:
nler (talepler) karsisinda birakmus, onu kendisinden bek-
ceklestirmek i¢in modern teknigin sundugu olanaklardan

@ diizeyde haberlesmede
arasindaki ~ gidis/gelisi)
, hukukta haber (Bil-

Toplumun hizhi bir evrim sonunda ul
(Bilgilerin, hukuk sistemini olusturan &ge

etenegi, bilgileri bul-
” hukukcuyu, gok zaman

"Elektronik bilgi islem makinalar (EBIM) ve
hukuk" baslikl makalesi ile Dr. Hasan
Ismet Biyikl; adeta internetin ve kisisel
bilgisayarlarin hayal bile edilemedigi bir
dénemde gunumuUz hukuk teknolojilerini
ta 1970'li yillarda, sasirtici bir éngdruyle
ele almustir.

1-Bu makale neden 6nemli?

GUNUmMUzUN hukuki veri tabanlar"
islevine bu makalede yazar ; "hukuk
dékUmanlarinin saklanmasi ve
degerlendirilmesi" alt bashginda,
"metinlerin tam metin veya &zet olarak
kaydedilmesinin" yani sira
tanimlamalarda 6énemli kavramlara
deginmistir:

1- "GUrQlItg" [ilgisiz sonug] ve
2- "Suskunluk" [ilgili sonucun clkmamasi]

Bu kavramlar EBiM'e bilgiler verilmesi
gerektigi, programlarin EBiM'e neler
yapabilecegini belirtiyor oldugu,
dolayisiyla "kendisine ilgili bilgileri nasil ve
hangi sirayla isleyecegini gosteren emir
ve talimatlar listesi verimezse EBIM'in
anlomsiz cevabina ve susmasina yol
acillacadl" anlamina gelir.

Adliyenin yan hizmetleri bashgr altinda
da asagida aciklanacak olan ; "Merkezi
adli sicil hizmetleri, trafik ve arac
biriklerinin tek bir veri tabaninda
toplanmasi ve mahkum dosyalarinin
merkezi sistemle takibi" gibi ufuk acici
fikirler vardir.

Bu fikirlerle makalede inanilmaz sekilde
ulusal yargl agi projesi UYAP'In temelleri
atilmustir...

Ote yandan "ileriye dénik arastrmalar”
bashg ile "yasa tasarilarinin olasi
etkilerinin hesaplanmasi, yasalar
arasindaki iliskilerin tespiti ve kurulacak
bilgi bankalannin, kisi 6zel hayatinin
gizliligini ihlal edebilecek olmasi
tehlikesine" dikkat cekilmistir.

Boylelikle hem veriye dayall kanun
yaptirimi hem de Kkisisel verilerin
korunmasi gibi kritik konular , "ta 1973
tarinli Adalet dergisi arsivinde dahi”,
Ongorulebilmistir.

2- Makalede temel olarak hangi
baslklar neden incelenmistir?

a]Makalede "sibernetik" kelimesinin
meyvesinin, EBIM oldugu, toplumsal
hayatin evrim hizi ve karmasikhginin
6nemi, bilginin cabuklugu ve
dogrulugunun muhimligi ele alinmustir.

Bu dUzlemde de "hukukta haber
sayisindaki artisin, sanayinin hizl
gelisiminin, dengesiz sehirlesmenin, yeni
suc cesitlerinin ve suclu sayisinin
kabarmasinin" etkilerine dikkat
cekilmistir.

b]EBIM'In ne oldugu, naslil isledidi, hukuk
alaninda ne amaclarla - nasil
kullanildigina da deginilmistir.



Makalede "EBIM'in, ydn-eylem
arastirmalari, oyun kurami, sistem
anlayisi ve program kurami metotlaryla
elde edilen bilgilerin, verilerin bUyUk bir
cabuklukla ve yanilgiya yer vermeksizin
degerlendirilmesine yarayan ve
sibernetik kuramlara gdére calisan
makineler oldugu" belirtiimistir.

c]"Sibernetik ve hukuk" demek sadece
EBIM demek olmayip, "dodruluklar -
yararliiklar ve diger toplum bilimleriyle
iliskisi acikca saptanarak, matematik
yontemlerinin  hukuka uygulanmasinin
saglanmasl" demektir.

"Sibernetik ve hukuk", islevsel olarak
"hukuk sistemindeki aksakliklan gérmeyi,
sistem bUtun olarak ele almayi ve hukuk
sistemi ile toplum sistemleri arasinda
zamanla olusan dengesizliklerin
giderilmesi" yollarini aramistir.

d ]EBIM'In nasil calishdr noktasinda,
"dnceden yapilmis bir program
geregince isleyebilen otomatik makine"
oldugu séylenebilir.

Burada "otomatikten" kasit , "EBIM'lerin,
sistemi harekete gecirdikten sonraq,
makinenin insan muJdahalesi olmadan
bilgi isleyebilmesi" , demektir

Aslinda EBIM, insana yardim ile "elektrik
enerjisi ile insanin bellek gucu - disunme
kapasitesi - dUsunme yetenegdinin
artinimasina" yarar.

3- EBiM'in hangi initeler ile ilkel olarak
nasil ¢alistigr hakkinda neler
soylenebilir?

EBIM'in, giris /merkez / cikis seklinde 3
Unitesi vardir.

Giris; delikli kart ve manyetik bant olarak
EBIM'e bilgi veriimesini sagliyor.

Merkez'e; ana bellek ve islem Uniteleri ile
islenmeden 6nce ve sonra bilgileri
saklamaya yarayan depo diyebiliriz.

Merkeze bagl; "isleme Unitelerindeki
kontrol ve aritmetik mantik" kisimlar
kendisine ulastinlan bilgileri , "direkfifler
dairesinde toplar- cikarir -bdoler
-karsilastinr'. Dolayisiyla belirli bir konuyu
ilgilendiren belgeleri bir araya toplayan
onemli bir Unitedir.

Cikis Unitesi; bana muUzekkere yazimini
Hatta Yapay Zeka botlarinin ilk halini
andiryor.

CUNkU islenmis bilgilerin, bize iletildigi
Uniteler olup, araclara bagh teleks-
terminal ve TV ekranlarn gibi sonuclarin,
EBIM'in bulundugu merkezlerden uzada
aktarlmasini sagliyor.

Cikis Unitesi dyle bir Unitedir ki niceliksel
islemleri niteliksel isleme cevirir.

Mesela matematiksel islemleri ; ana
bellekte aranmis- bulunmus olan hukuk
belgelerini, bizim anlayacagdimiz dilde
yazma yetenedi bile bulunur.

Ozetle fonksiyonel olarak EBIM icin
sOyleyebiliriz ki tek basina hareket
edemez ancak otomatik olarak veri
islerler.

Kendisine verilmis bilgileri, édnceden
belleklerine kaydedilmis program
geregince, otomatik olarak baska hicbir
muUdahaleye gerek olmaksizin
isleyebilirler.[Bu yonU, DAQO'lara-
merkeziyetsiz otonom organizasyona
benzetilebilir.]



4- Hukukumuzda EBiM'den
yararlaniyoruz?

nasil

Makale, hukuk belgelerinin bilgisayar
bellegine kaydedilmesi ve taranmasi
icin iki ana sistemden bahseder:

ilki Tam Metin Sistemi
Language)’dir.

(Natural

Yasalarin ve kararlarn hicbir kisaltma
yapllmadan bellege aktanimasidir.

Bilginin degerini korumasi acisindan
avantajlidir ancak cok yer kaplamasi ve
arama sureclerinin yavas olmasi (o
dénemin teknolojisiyle) dezavantajdirr.

2ncisi; Ozetleme Sistemi (Documentary
Language)'dir.

Bilgilerin 6zetlenerek kaydedilmesidir.

Yer ve zaman tasarrufu saglar ancak
Ozetleyen kisinin tarafsizhgini yitirmesi
veya oOnemli detaylan atlamasi gibi
riskler tasir.

5- EBIM; Adalet Sistemimizin baska
neresinde kullaniliyore

Bilgisayar sistemlerinin adalet
mekanizmasinda asagida belirttigim
alanlarda devrim yaratmakta oldugunu
soyleyebilirim:

ilki Adli Takip ve Polis Hizmetleri’'dir
Suclularin kaydi, sabika kayitlar, parmak
izlerinin saklanmasi ve gerektiginde
ekranlara (televizyon gérintUsu gibi)
hizlica getiriimesi, saglanrr.

2ncisi; Trafik Denetimidir. Araclann plaka,
motor numarasi ve sahip bilgilerinin
dijital bir "bilgi bankasinda" tutularak
anlik sorgulanabilmesi, saglanr.

3'UncUsy; Ceza infaz Kurumlaridir.
Mahkumlarin sahsi dosyalarnin takibi ve
islah sUreclerinin (tfretman) dijitallesmesi,
saglanmaktadir.

6- Hic mi sorun ile karsilasiimiyor
EBIM'de ve teknik hi¢ mi aksaklik yok?
Ya da ne gibileri olasi?

Bir defa Dil ve Mantik Sorunu var.

Hukuk dilindeki es anlaml kelimelerin
bilgisayar tarafindan yanls algllanmasi
("gUrGItG" denilen ilgisiz cevaplarin
cikmasi), séz konusu,demistik.

Bunun bir de Maliyeti var.

EBIM sistemlerinin cok pahali olmasi
nedeniyle kurumlarin (barolar,
Universiteler, bakanlk) ortak girisim
yapmasi dneriimektedir.

GUncellik: ister.

Mevzuat veya ictihat dedistiginde eski
bilgilerin silinip yenilerinin aninda sisteme
girilmesinin zorunlulugu vardir.

7- Peki isin 6zinden ne anliyoruz ve
makalede ne gibi ¢ozimler oneriliyor?

Yazar makalesinde, modern toplumda is
hacmi artarken adaletin "ilkel
yontemlerle" devam edemeyecegini
vurgular. C6zUm olarak dnerileri elbette
vardir.

Hukukcu-Uzman is Birliginden séz ediliyor.
Sistemler kurulmadan 6nce hukukcular
ile bilgisayar uzmanlarinin birlikte
calismasi gerekmekte.

Egitim de sart. Hukuk fakUltelerinde
"informatik" (bilgisayar bilimleri)
derslerinin  verilmesinin  kacinilmaz bir
zorunluluk oldugu belirtiliyor.

Kurumsallasmak da lazim. Adalet
Bakanligi bUnyesinde veya bagmsiz bir
"Informatik MUdUrlogo" kurulmasi
gerektigi ifade ediliyor.

Demem o ki bu Tarihi Makale;
bilgisayarlarn hentz "delikli kartlarla”
calstig ve saniyenin 1/1000'i hizndaki
islemlerin bile bUyUk basarn sayildigr bir
dénemi yansitmasi acisindan tarihsel bir
éneme sahip.



8- Bu makale, bana bazen bir bilim
kurgu filmini 1970’lerde izletmis gibi
geliyor. Cunki su an o bilim kurgu
gercege donugsmuis durumda:

TUrkiye'de dijital adaletin koridorlari
UYAP gibi sistemlerle titresirken,

Ankara'da Bakanlik'taki yetkililer yapay
zek& destekli dava tasnifi ve ictihat
analiz streclerinin hukukun hizini artirma
hedefiyle gelistirildigini vurguluyor...

Bakanlik , bu sistemlerin hakim iradesini
ortadan kaldirmayacagini, yalnizca s
yukionU ve nesnelligi guclendirecegi
belirtiliyor.

(“Her nasilsa durusmalar halen yavas,
kararlar halen gec veriliyor. Belki de
istinafi ortadan kaldirsak ve karar yazma
sUresi getirsek , bu yavaslk gercek
anlamda hizianmaya dénusebilirdi.”)

Ayni zamanda Adalet Bakani'nin
aciklamasinda da belirtildigi gibi,
dijitallesme ve yapay zekd kullanimi, hak
ve OzgurlUkleri zedelemeden veri
guvenligi ve hukuk ilkeleri kapsaminda
yUrUtUlmesi gerektigi aciklandi; Torkiye
bu donUsumU hukuki ve etik tfemellerle
insa etmeye kararll oldugunu soyluyor.
(Tech and Justice, TRT Haber). Ben de
acaba diyorum.

Buna paralel olarak, Turkiye Bilimler
Akademisi’'nin uvluslararasi
sempozyumunda arastirmacilar, dijital
hukukun yalnizca teknoloji getiren
yenilikleri dUzenlemekle kalmayip, ayni
zamanda bireylerin mahremiyetini, veri
egemenligini ve insan merkezli yaklasimi
korumak icin hukukun rolUn0 yeniden
tanimlamasi gerektigini vurguladi; cUnku
algoritmalarla sekillenen dijital dunyalar,
ortak adalet anlayisimizi zayiflatabilir,
diyorlar...

KVKK gibi kurumlar da dUzenlenen
etkinliklerde yapay zekd sistemlerinde
kisisel verilerin korunmasinin énemi,
bireyin surece itiraz haklan ve seffaflik ile

insan denetimi gibi ilkelerin teknolojiyle
yarginin dengesi acisindan kritik
oldugunu hatirlatiyor. (TUrkiye Bilimler
Akademisi, Kisisel Verileri Koruma
Kurumu)

Bu yerel tartismalarin &tesinde,
Avrupa'da da dijital hukukun korunmasi
bUyUk bir gubndem maddesi, diyebiliriz.

Avrupa Birligi'nin yapay zekd alanindaki
dUzenlemeleri, sistemleri yUksek riskten
kabul edilemez riske kadar
siniflandirarak govenlik, seffaflik ve insan
denetimi gibi standartlar getirmeyi
amacliyor; bu dizenlemelerin kabulUyle
Avrupa, aslinda gUvenli inovasyonun
merkezi olma arayisinda.

Dahasi, Avrupa konseyi catisi altinda
imzalanan uluslararast bir anlasma,
yapay zekdnin insan haklar, demokrasi
ve hukukun UstUnlogu ile uyumlu sekilde
gelismesini saglama hedefini benimsiyor
— bu, sadece teknolojinin gelismesi
dedil, hukukun teknolojiye rehberlik
etmesi gerektigini gdsteren kUresel bir

adim gibi. (Reddit, Vikipedi)

Amerika tarafinda da mesele farkl bir
tavirla ilerliyor; drnegin ABD Telif Haklar
Ofisi, Al tarafindan Uretilen iceriklerin
yalnizca insan katkisi olan kisimlarinin telif
korumasi alabilecegini ilan ederek,
yapay zeké&nin hukuki statisind
belirginlestirme ydnUnde net ilkeler
koyma cabasi icine girmisti. (Reddit)

Ve bUtin bu haberlerin, analizlerin ve
hukuki tartismalarin ortasinda
durdugunda fark ediyorsunuz ki;

Teknolojinin hizla dénUstOrdigu  hukuk,
yalnizca otomasyon degil, seffaflik, insan
haklar, veri korumasi ve denetim ilkeleri
ile korunabilir.

CUNnkU adaletin dijital d0nyada ayakta
kalmasi, makine kodlariyla dedgil,
hukukun insani merkez alan degerleriyle
MUMkUn olur — bir makinenin ciktisi ile
degdil, insanin iradesi ve hukukun
sundugu guvenceyle , mUmkondar.



9- Makalemizi, teknik-hukuki-felsefik
acidan degerlendirirsek; soyle
toparlayabiliriz:

Ana fikir anlaminda, makalede;

elektronik bilgi islem makinelerinin
(bugUnkU bilgisayarlarin) hukuk
alaninda destekleyici bir arac olarak
bUyUk faydalar saglayabilecedini,
ancak insan yerine gegcemeyecegini,

Ozellikle yargllama ve karar verme
yetkisinin makineye birakilamayacagini
vurgular. EBIM; bilgi toplar, saklar,
karsilastinr ve sonuc Uretir, fakat hukuki
muhakeme yapamaz, diyebiliriz.

EBiM’in teknik yapisi icin ne demistik:

Makalenin, bilgisayarin temel isleyisini
acikladigini,

Giris Unitesinde verilerin sisteme girildigi,
ana bellekte bilgi ve programlarin
saklandigl, kontrol Unitesinde islemlerin
sirasinin ve duoUzeninin saglandigl,
aritmetik-mantik Unitesinde hesaplama
ve karsilastirma yapildigi ve nihayet Cikis
Unitesinde sonuclarin insana anlasihr
bicimde sunuldugunu, konustuk.
Onemle vurgulamistik ki;

EBiM’ler, kendi basina hareket edemez;
yalnizca énceden verilmis program ve
bilgilerle calisir.

10- EBIM’' hukukta nasil isimize yaradi,
yariyor ve yarayacak?

ictihatlarin, yasalann ve ilmi gdrislerin
saklanmasi
Hizl arama ve karsilastirma yapilabilmesi

Hukukcunun zaman kaybindan
kurtulmasi

Daha objektif ve saglam karar altyapisi
imkanlan mevcut.

Makalesinde yazar, bunu ayna-dikiz
aynasl benzetmesiyle aciklar:

GECMISI IYi GORMEK, BUGUNU DAHA
GUVENLI YONETMEY] SAGLAR.

ileriye D&NUKk Arastirmalar noktasinda,
Yasalarin vuygulaomada doguracagi
sonuclann énceden hesaplanmasi
Yasa taslaklarinin etkilerinin
degerlendirimesi

Suc¢ politikasi gibi alanlarda veriye dayali
yon belirlenmesi

Bakimlanndan umut vaad ediyor...

Demek ki EBIM neymis, yasa koyucuya
uyart ve 6ngdérU aracl olurmus ama
karar merci degilmis...

11- Yasalan, makaleye gore EBIM ile
nasil vygulamaktayiz?

Yazar cok net bir sinir gizer ve der ki;
EBIM, muhakeme yetenegine sahip
degildir ve karar veremez.

Ancak ekler; isci Ucretleri, Memur
maaslari, Net, yoruma kapali
dUzenlemeler gibi alanlarda otomatik
uygulama mumkundur, der.

Bu sUrecin, Verilerin insan eliyle
toplanmasi, EBIM'de dederlendiriimesi
ve Sonuclarin saklanmasi

seklinde isledigini, bunu sematize ederek
belirtir.

12- ilk bahsettiklerimize ek olarak
“Hukuki ve Politik Sorunlar” yok mudur?

Yazara gdére ta o zamandan
Ongoérulmuastr, vardir.

Erken dénemde cok kritik risklere isaret
eder. Yasalarin dilinin  sadelestiriimesi
geregi, Yasalar arasi celiskilerin ortaya
cikmasi, EBIM’in verdigi sonuclardan
kimin sorumlu olacagdl ve EBIM yoluyla



verilen kararlarn nasil denetlenecedi...
kaygl uyandiryor ama ¢éz0min de
teknik oldugu kadar bir hukuk politikasi
oldugunun altini ciziyor.

13- Adliyenin yan hizmetlerinde
makaleye gore EBIM nasil isimize
yaramakta?

Ozellikle, Adli sicil hizmetleri, Polis ve
trafik kayitlan, infaz ve idari islemler,
alaninda EBIM'in kacinilmaz oldudu
belirtiliyor.

Merkezi bir sistem sayesinde Hiz,
GUvenlik, Dogruluk, saglanabilir.

Ancak uyar net. Merkezilesme, yanlis ve
eksik veriler girildiginde bUyUk hak
inlallerine yol acabilir.

14- isbu yazida, bu makaleyi
inceleyerek size hangi mesaj verildi?

isbu yazim ile ve makalenin
incelenmesiyle sizlere, elektronik bilgi
islem makinelerinin hukuku hizlandiran,
dUzenleyen ve destekleyen guUclU
araclar oldugunu; ancak hukuki
muhakeme, vicdan ve sorumluluk
gerektiren alanlarda insanin yerini
alamayacagdi mesaji verildi.

EBIM, gecmisi daha net gdérmeyi ve
gelecegi daha isabetli dngdrmeyi
sagladigi

fakat karar verme yeftkisi makineye
devredildiginde hukuk mekaniklesecedi
ve adaletin zedelenecegi,

Bu nedenle UYAP'In daha 1970'lerde
temelinin dngdrilduigu, bununla birlikte
teknolojinin hukukun yerine
konulmamasi gerektigi, hukukun
hizmetine konulmasi gerektigi, izah edildi
ve takdirlerinize sunuldu.
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IP BILGIiSININ BELIRLENEBILIRLIGIi VE
FAILIN TESPITINE ETKiSi

AV. iIREM NALBANT

internet ortaminda gerceklestirilen fillerde
failin tespiti, cogu zaman I[P adresinin
(Internet Protocol Address — internet
Protokol Adresi) dogru sekilde
belirenmesine baglidir. Uygulomada IP
adresi, siklikla “kisiyi gosteren teknik delil”
olarak algilanmakta ise de, bilisim
altyapisinin isleyisi dikkate alindiginda bu
kabul her zaman gecerli degildir. Zira IP
adresi, dogrudan bir kisiyi degil, yalnizca bir
ag baglanti noktasini ifade eder.

Bu nedenle, IP adresinin tespit edilemedigi
ya da tespit edilen IP adresinin fiili
kullaniciyla kesin bicimde
iliskilendirilemedigi hallerde failin
belirlenmesi teknik olarak mUmkudn
olmayabilir. Asagida, IP adresinin neden ve
hangi teknik ydntemlerle belirsiz hdle
gelebildigi bilisim sistemlerinin  calisma
mantigi cercevesinde incelenecektir.

IP Adresi Kavrami ve Teknik islevi

IP adresi, internet Uzerinden veri iletimi
saglayan Internet Protocol (IP) sisteminin
temel bilesenidir. internete bagdlanan her
cihaz, iletisim kurabiimek icin bir IP adresi
kullanir. Bu adres, veri paketlerinin (internet
Uzerinde tasinan bilgi birimleri) hangi
noktadan goénderildigini ve hangi noktaya
ulastinlacagini belirler.

Burada belirtmek gerekir ki internet
Uzerinden gerceklestiriien hicbir veri
aktarmi tek parca hdlinde yapiimaz.
Aksine, iletimek istenen tUm bilgiler teknik
olarak daha kiUcUk parcalara bdlunerek
gbénderilir. Bu kUcuUk parcalara “paket”
(packet) adi verilir. Paket kavrami, internet
iletisiminin en temel yapl taslarndan biridir
ve IP adresine iliskin tUm teknik tartismalarn
merkezinde yer alr.

Bu durumu basit bir benzetmeyle
aclklamak mUmkOnduor. Bir kitabin kargo
yoluyla génderildigi dUsunUlUrse, kitabin

tek kutuya konmasi yerine parcalara
ayrilarak numaralandirimis ¢ok sayida
kGcUk zarf icinde gonderildigi varsayilabilir.
Her zarf; kendisini kimin géonderdigini, kime
gidecegini ve gdénderinin hangi parcasini
tasidigini belirtir. Oyle ki her zarf génderilen
bilginin kG¢gUk bir bolumMUNnU tasirken, ayni
zamanda bu bilginin kaynagina ve
hedefine iliskin teknik bilgileri de icerir.

How does IP addressing work

Serder of Packet - Recipiont of packet

192160012 . :: .—::
= N

192460012 The Inteniet 192.00.00.75

To: 192.50.00.75

Bir IP paketi teknik olarak iki ana bdélimden
olusur. ik bdlUm “baslk” (header) olarak
adlandirlir. Bu bolim, paketin kimlik bilgisi
niteligindedir ve paketin kaynak IP adresini,
yani goénderildigi ag noktasini;, hedef IP
adresini, yani paketin ulastinimak istendigi
sunucu veya cihazi; aynca paketin sira
numarasini ve hangi iletisim protokolGnun
kullanildigini icerir. Fail tespiti bakimindan
kritik olan tUm bilgiler bu baslik kisminda yer
alir. ikinci boéliom ise “veri” (payload)
kismidir. Bu bdlumde gdnderilen mesajin,
web isteginin veya dosyanin yalnizca
kGgUk bir parcasi bulunur.

Bir kisi infernette herhangi bir islem
gerceklestirdiginde, érnegin bir web
sitesine mesaj gdnderdiginde, bu mesqj
teknik olarak paketlere boluNUr. Her bir
paketin bashgina bir kaynak IP adresi yazilir
ve bu paketler internet Uzerinden hedef
sunucuya iletilir. Hedef sunucu, kendisine
ulasan bu paketleri yeniden birlestirerek
islemi tamamlar. Sunucu kayitlarinda
(loglarda) goérulen [P adresi, gercekte
paketlerin baslk kisminda yer alan bu
kaynak IP bilgisidir.



Ozetle paket, internet Uzerindeki her
islemin, Uzerinde kaynak IP bilgisi bulunan
en kUcuk teknik tasiyicisidir. IP adresine
iliskin tUm tespit ve delil tartismalari,
gercekte bu paketlerin baslk bilgilerinin
dogrulugu ve guUvenilirligi Uzerinden
sekillenir.

Tam bu noktada IP profokoli “Bu paketi
nereye ulastirmaliyime” sorusunu
cevaplamak Uzere tasarlanmistir, teknik
olarak posta sistemi mantigiyla calisir.
Protokol (postacl) yalnizca alici adresine
bakar ve zarfi (veriyi) oraya ulastinr. Bu
islemi yaparken adresin gercekten paketi
gdbnderen cihaza ait olup olmadigini
kontrol etmez yani IP protokolUnUn merkezi
bir dogrulama sistemi yoktur. Eger sistem
kaynak IP dogrulaomasi yapmaya kalkarsa
internet ftrafigi asin yavaslayacaktir ve
gUnUmuzde internet hizi ve internetteki veri
akisi yUkU da disunildigunde bdyle bir
sistemin varligi dlceklenemez olurdu.

IP protokol0 agdaki cihazlarin kaynak
adresi dogru yazacagini varsayar. Bu
teknik bir goven varsayimidir, hukuki veya
guvenlik temelli bir glven degildir. Bu
durum, k&t0 niyetli kisiler tarafindan istismar
edilebilmektedir.

ProtokolUn bu eksikligi zamanla fark edilmis
ve sonradan sifreleme veya guUvenlik
duvar gibi ek cdé&zimler gelistirilmistir.
Ancak Bu c¢cozUmler IP'nin kendisi degildir;
IP'nin Uzerine eklenmis ayri guvenlik
katmanlandir. Dolayisiyla bu katmanlarin
olmadigl yahut yetersiz kaldigi durumlarin
var olabilecedi, sistemin kendi gUvenliginin
mevcut olmadigr gdzetiimelidir.

IP Adresinin Belirsizlesmesine Yol Acan
Teknik Yontem Ornekleri

Teknik acidan su hususun altt &zellikle
cizilmelidir: Sunucular kisiyi veya cihaz
dogrudan goérmez; yalnizca kendilerine
ulasan paketi ve bu paket Uzerindeki
teknik bilgileri gorur. Eger paket Uzerinde
yer alan kaynak I[P adresi sahte ise,
baskasina aitse veya ayni IP adresi birden
fazla kisi tarafindan kullaniliyorsa, bu
durumda yalnizca paket basliklarina
dayanarak belirli bir kisiye ulasmak teknik
olarak gUvenilir bir sonu¢c Uretmez. Bu
teknik gerceklik, IP adresine dayall delillerin

hukuki degerlendirimesinde dikkate
allinmasi gereken temel noktayr olusturur.
Bu acidan IP protokoline yapilabilecek
bazi mudahaleler asagida incelenmistir:

A. IP Spoofing (IP Sahteciligi)

IP Spoofing, gébnderilen IP paketlerinde yer
alan kaynak IP adresinin, gercek adres
yerine bilerek farkl bir adresle degistiriimesi
islemidir®. Bu ydntemde hedef sistem,
paketin geldigi kaynagdr yanlis algilar.
Yukanda da bahsettigimiz gibi IP protokolU
agdaki cihazlarin kaynak adresi dogru
yazacagini varsayacagindan IP spoofing,
bu glven varsayiminin koétlye
kullanilimasidir.

Ornedin bir kisi, kendi IP adresi yerine
baska bir Ukeye veya kuruma ait bir IP
adresini kullanarak paket génderdiginde,
hedef sistem islemi o sahte IP adresine
atfeder. Bu ydntemde IP adresi mevcut
olsa dahi IP ile fail arasindaki bag
kopmustur.

B. Proxy ve SOCKS Sunucularinin Kullanimi

1. Proxy (Vekil Sunucu)

Proxy sunucular, kullanicr ile hedef sistem
arasinda araci olarak calisan sistemlerdir.
Kullanici, hedef siteye dogrudan
baglanmaz; baglanti proxy sunucu
Uzerinden gerceklestirilir. Bu durumda
hedef sistem, yalnizca proxy sunucunun IP
adresini gérur ve kullanicinin gercek P
adresi gizlenmis olur. Proxy kullanimi
Ozellikle IP adresinin baska bir Ulke veya
kurum Uzerinden gorUnmesi, yani failin
tespitinin  GcUncU bir hizmet saglayiciya
bagl hdle gelmesi sonucunu dogurur.

2. SOCKS Proxy

SOCKS, web trafigiyle sinirh olmayan, daha
genel bir yénlendirme protokoltdur. SOCKS
proxy kullanildiginda da hedef sistem,
gercek IP yerine SOCKS sunucusunun [P
adresini kaydeder.

Onemle belirtmek gerekir ki SOCKS
sistemleri cogu zaman trafigi sifrelemez;
ancak IP adresini maskeleme konusunda
son derece efkilidir.



C. VPN (Virtual Private Network - Sanal
Ozel Ag)

VPN sistemlerinde kullanici trafigi, VPN
sunucusuna kadar sifreli bir tUnel Uzerinden
tasinir. Hedef sistem, kullanicinin gercek IP
adresini degil, VPN sunucusunun IP adresini
gor0r.

VPN kullanimi, IP adresinin gercgek
kullaniciyla iliskilendiriimesini ciddi dlcUde
zorlastinr. Her ne kadar VPN ve Proxy
yontemleri benzer gbrinse de proxy hukuki
hata Uretme potansiyeli daha yUksek
yontemlerdendir. VPN kullaniminin  trafik
deseninden, sifreleme yapisindan, bilinen
VPN IP havuzlarndan tespit edilme ihtimali
daha yUksekken proxy kullanimi ise cogu
zaman standart HTTP/HTTPS trafigi gibi
gérunur ve bir gizleme ydntemi olarak
algllanmayalbilir.

D. IP Paketlerinin Dizenlenmesi ve NAT
Mekanizmasi

IP adresinin belirsiziesmesine yol acan bir
diger unsur, Network Address Translation
(NAT — Ag Adres Cevirisi) sistemidir. NAT,
birden fazla cihazin internete tek bir genel
IP adresi Uzerinden cikmasini saglar. Bir ev
veya ofis aginda onlarca cihaz
bulunmasina ragmen, dis dinyaya karsi
tOm baglantilar ayni IP adresinden yapiimis
gibi gbérinUr. Bu durumda IP adresi tespit
edilse dahi bu IP'nin hangi cihaz veya Kkisi
tarafindan kullanildigi teknik olarak ayirt
edilemeyebilir.

GUnUmUzde dinya capinda mobil
operatorler tarafindan NAT yéntemi yaygin
bicimde kullaniimaktadir. Bu durum
TUrkiye'deki GSM operatorleri (6zellikle
Turkcell ve Turk Telekom) acisindan da
gecerlidir. Bdylece TUrkiye'de de mobil
internet kullanicilarinin gercek IPv4
adresine ulasiimasinin zor hale geldigi
aciktir zira birden cok abone ayni public IP
adresini paylasabilir ve dogrudan kisiye
6zgu bir IP eslesmesi teknik olarak mUmkun
olmayabilir.

Teknik olarak mobil operatorler, IPv4
adreslerinin sayisinin sinirl olmasi nedeniyle
her cihaza dogrudan ftekil ve sUrekli bir
public (genel) IP adresi atamak yerine,
cihazlara o6zel IP adresleri verir ve bu

adresleri operatdr aginin iginde sunulan
NAT cihazlan Uzerinden tek veya sinirl
sayidaki public IP adresi ile paylastinrlar. Bu
bUyUk olcekli NAT uygulamasina Carrier-
Grade NAT denir; bu uyguloma sayesinde
ayni public IP adresi yUzlerce veya binlerce
kullanici tarafindan paylasilabilir hale gelir.
Bu yéntem IPv4 adres kithgini hafifletir
ancak disaridan yapilan baglantilarin
dogrudan bireysel cihaza ydnlendiriimesini
engeller ve IP adresinin fail tespitinde
bireysel olarak kullaniimasini zorlastirir
cUnkU bir IP adresi artik ayni anda bircok
kullaniciyla iliskilendirilebilir.
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Neticede IP adresinin her zaman faili
dogrudan goéstermedigi, cesitli teknik
ydntemlerle gizlenebildigi veya
yaniltilabildigi, tek basina kesin bir kimlik
tespiti araci olmadigr acikca
go6rulmektedir. Bilisim altyapisinin isleyisi
dikkate alndiginda IP adresine dayal
tespitler, ancak IP'nin nasil elde edildigi,
hangi ag kosullannda kullanildigi ve hangi
teknik ihtimallerin dislandigl acikca ortaya
konulabildigi dlcude anlamlidir. Aksi halde
IP- adresi teknik olarak faili degil, yalnizca
bir aktarmin géritnimMUNU ifade eder. Bu
teknik gerceklik, IP adresine dayal delil
degerlendirmelerinin ne denli dikkatle ele
alinmasi gerektigini ve yapilabilecek
potansiyel itirazlarn ortaya koymaktadir.
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DIJITAL MIRAS

AV. SELIN AKGUN

GIRi$

insanlik tarihi boyunca miras kavrami,
maddi varlklar Uzerinden sekillenmis;
tasinir ve tasinmaz mallar, alacaklar ve
borclar, miras hukukunun ana eksenini
olusturmustur. Ancak insanlarin gunluk
yasamlarinin bUyUk bir bolUmMUNU sanal
dUnyada gecirmeye baslamasi ve
dijital varliklarin nitelik ve niceliklerinde
yasanan artisa bagh olarak hemen
hemen herkesin bir dijital variga sahip
olmasi, hak sahiplerinin vefat
etmelerinden sonra dijital varlklar
Uzerindeki haklarn kimler tarafindan
kullanilacagr ve dijital varliklarin
akibetinin ne olacagr meselelerini
hukukun gUncel tartisma konularnndan
birisi haline getirmistir. Bu gelismeler
dogrultusunda “dijital miras” kavrami,
klasik miras hukukunun yerlesik sinirlarini
zorlayan ve guncel hukuki tartismalarin
merkezinde yer alan yeni bir problem
alani olarak karsimiza cikmaktadir.

Dijital mal varhgi, kisilerin dijital
ortamda sahip olduklari ya da
kullandiklarn hak, alacak ve borclarn
bUtunUNU ifade eden bir kavramdrr.
Baska bir ifadeyle dijital mal varlid,
klasik miras hukukunun temel bir
kavrami olan ve para ile dlcUlebilen
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her tOrl0 menkul ve gayrimenkul mal,
hak, alacak ve borclann butund olarak
tanimlanan mal varliginin binyesinde
dijital varliklan barnndiran halidir. Ancak
burada dikkat edilmesi gereken noktaq,
maddi bir degeri bulunmasa dahi
dijital ortamda mevcut olan her t0rlU
veri ve degerin dijital mal varligi
niteliginde olmasidir. Klasik miras
hukukunda oldugu gibi dijital varlklar
arasinda da infikale elverisli olan ve
intikale elverisli olmayan ayrimi
yapllarak bir degerlendirme yapimasi
gerekmektedir.

Dijital mirasa gelirsek; teknolojinin her
gecen gun gelismesi ve bu gelismeye
baglh olarak insanlarin ilk defa
karsilastigl dijital olgulann ortaya
clkmasi nedeniyle dijital miras
kavramina iliskin 6gretide Uzerinde
uzlasilan, tek ve genelgecer bir tanim
bulunmadigini belirtmek gerekir. Bir
tanmlama yapmak gerekirse bireyin
yasaml boyunca olusturdugu,
kullandigi veya sahip oldugu dijital
hesaplar, veriler, icerikler ve dijital
haklarin 6lUm sonrasindaki hukuki
akibetini ifade eder demek
mMUmMkonduor. Dijital miras kavrami,
tereke icerisinde yer alan dijital
varlklan ifade eden bir Ust kavram
olarak kullaniimaktadir. Sosyal medya
hesaplarindan e-posta arsivlerine,
bulut depolama alanlarindan kripto
varlklara kadar genis bir yelpazeye
yayllan bu dijital evren, hem &zel
hayatin gizliligi hem de mirascilarn
haklar acisindan ciddi tartismalari

beraberinde getirmektedir.



DIJITAL MiRAS KAVRAMI VE KAPSAMI

Dijital miras kavrami, &gretide farkl
sekillerde tanimlanmakla birlikte, genel
kabul géren yaklasim; miras birakanin
6lumUnden sonra dijital ortamda
varligini sUrdUren ve ekonomik ya da
manevi degeri bulunan tim dijital
unsurlarin bu kapsamda
degerlendiriimesi yonundedir. Dijital
miras kavramina iliskin dnemli
calsmalardan birini kaleme alan Esref
Can Gurbuz'e gore dijital miras; “kisinin
dijital dUGnyada olusturdugu hukuki ve
fiili varhlgin 8lumden sonra miras hukuku
baglaminda degerlendiriimesini
gerektiren unsurlar bUtonU” olarak
tanimlamakta ve bu alanin klasik miras
hukukundan bagimsiz
dUsUnulemeyecegdini vurgulamaktadir.

Bu kapsamda dijital mirasin unsurlar su
sekilde siniflandiniabilir:

1-Dijital hesaplar: Sosyal medya
profilleri, e-posta hesaplar, cevrim ici
Uyelikler vb.

2-Dijital veriler: Fotograflar, videolar,
yazismalar, belgeler vb.

3-Dijital ekonomik degerler: Kripto
paralar, NFT'ler, cevrim ici oyun
varlklar vb.

4-Dijital fikri Urinler: Blog yazilar, dijital
sanat eserleri, cevrim ici icerikler vb.

Bu unsurlarin bir kismi dogrudan
ekonomik degere sahipken, bir kismi
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mirascilar acisindan daha cok manevi
deger tasimaktadir. Ancak her iki
durumda da hukuki koruma ve tasarruf
intiyaci aciktir.

TURK MEDENI
DIJITAL MIiRAS

HUKUKU ACISINDAN

TUrk Medeni Kanunu'nda dijital mirasa
iliskin acik bir dUzenleme
bulunmamaktadir. Bununla birlikte,
TMK'nin  599. Maddesinin 2. Fikrasi
geregince, gayrimenkul ve diger
mulkiyet haklar, sinirl ayni haklar, tasinir
ve tasinmazlara iliskin zilyetlikler, borclar
ve yukUmlUlUkler mirascilara intikal
eden kalemlerdir. S&z konusu madde
metninden anlasilacagdr Uzere, intikal
edecek hak ve yOkUmIUlUkler numerus
clausus(sinirli sayida) olarak
sayilmamaktadir, bunun bir sonucu
olarak, maddede bahsedilmeyen
haklar da miras yoluyla intikal
edebilecektir, 6rnegin fikri mulkiyet
haklari mirascilara
devredilebilmektedir. Ne var ki dijital
varliklarin niteligi, bu genel ilkenin
uygulamasini her zaman kolay
kilmamaktadir.

Ozellikle kisisel nitelik tasiyan dijital
hesaplar bakimindan, “kisiye siki sikiya
bagli haklar” kavrami gindeme
gelmektedir. Sosyal medya hesaplar
ve Ozel yazismalar, miras¢ilara aynen
devredilebilecek bir malvarigr unsuru
mudur, yoksa miras birakanin sahsina
bagli haklar kapsaminda mi
degerlendiriimelidire




Ogretide bu konuda tam bir gérUs
birligi bulunmamaktadir.

GUrbuUz'e gbre, dijital varliklarin
tamamini tek tip degerlendirmek
yerine, her bir dijital unsurun niteligine
go6re ayrn ayn hukuki degerlendirme
yapilmasi gerekmektedir. Ekonomik
deger tasiyan dijital varliklann terekeye
dahil ediimesi gerektigi acikken, kisisel
veri niteligi agr basan dijital iceriklerde
daha sinirli bir miras¢i yeftkisi

Ongoruimelidir.

KiSISEL VERILER, OZEL HAYAT VE DIJITAL
MIRAS

Dijital miras tartismalarinin en hassas
noktalarindan biri, kisisel verilerin
korunmasi ve &zel hayatin gizliligidir.
6698 sayili Kisisel Verilerin  Korunmasi
Kanunu, kisisel verilerin 6lumle birlikte
otomatik olarak korunma kapsami
disina cikhgina dair acikk bir hOkim
icermemektedir. Bu durum, mirascilarn
dijital verilere erisim talepleri ile miras
birakanin 6zel hayatinin ve kisisel
verilerinin korunmasi arasindaki
dengeyi daha da hassas bir hale
getirmektedir.

Ozellikle e-posta yazismalarn, &zel
mesajlar ve kisisel fotograflar
bakimindan, mirascilarin sinirsiz erisim
hakklr oldugu kabul edilirse, bu
durumun Odlen kisinin iradesine ve
mahremiyetine aykirt sonuclar
dogurabilecedi hususu aciktir. Bu
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nedenle dijital miras meselesi, yalnizca
miras hukuku acisindan degil; ayni
zamanda kisilik haklan ve veri koruma
hukuku perspektifinden de ele
alinmalidrr.

SOSYAL MEDYA PLATFORMLARI VE
SOZLESMESEL ENGELLER

Dijital mirasin uygulanmasinda
karsilasilan bir diger temel sorun, dijital
platformlarin  kullanici sdzlesmeleridir.
Bircok sosyal medya ve dijital hizmet
saglayicisi, kullanici hesaplarinin
devredilemeyecegine iliskin hUkUmler
icermektedir. Bu durum, mirascilann
hukuki talepleri ile platformlarin
sdzlesmesel duzenlemeleri arasinda
ciddi bir catisma yaratmaktadirr.

Uygulamada, bazi platformlar
hesaplarin “ani sayfasina”
dénUstUrbimesine izin verirken, bazilar
hesaplarin tamamen silinmesini tercih
etmektedir. Ancak bu uygulamalarin
bUyUk cogunlugu, Turk hukuku
bakimindan mirascilarin  haklarini
guvence altina alan baglayici ve
yeterli bir ¢ézUm niteligi
tasimamaktadir. Zira miras hukuku
kamu duzeniyle yakindan iliskilidir ve
sdzlesme hUkUmleriyle bertaraf
edilmesi her zaman mUmkUn degildir.

VASIYET, OLUME BAGLI TASARRUFLAR
VE DIJITAL MiRAS PLANLAMASI

Dijital mirasin en saglikh sekilde
yonetiimesinin yolu, miras birakanin
saghginda iradesini acikca ortaya
koymasindan gec¢mektedir. Dijital
varliklann akibetine iliskin vasiyethame
dUzenlenmesi, bu alandaki belirsizlikleri
bUyUk O6lcUde azaltmaktadir. Miras
birakan, hangi dijital hesaplara kimlerin
erisebilecegini, hangilerinin  silinmesini
istedigini acikca belirleyebilir.



Bu noktada dijital miras planlamasi,
klasik malvarligi planlamasinin ayrimaz
bir parcas haline gelmistir. Ozellikle
yUksek ekonomik degere sahip dijital
varliklar bakimindan, bu planlamanin
yapllmamasi ciddi hak kayiplarina yol
acabilmektedir.

DEGERLENDIRME VE SONUC

Dijital miras, modern toplumun
kacinilmaz bir hukuki gercegidir.
Mevcut mevzuat, bu yeni miras t0ronu
dizenlemekte yetersiz kalmakta;
uygulamada ciddi belirsizlikler
yasanmaktadir. TUrk hukukunda dijital
mirasa iliskin acik ve kapsamli bir yasal
dUzenleme yapiimasi, hem mirascilarn
haklarinin  korunmasi hem de Olen
kisinin iradesinin  ve mahremiyetinin
guUvence altina alinmasi acisindan
zaruridir.

Bu sUrecte, 6gretinin ve yargi
kararlarnnin yol gosterici rol0 bUyUktor.
Hukukun dijitallesme olgusuna uyum
saglamasi, gunumuUz kosullarinda artik
bir tercih degil, hukuki bir zorunluluk
olarak karsimiza cikmaktadirr.
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SIBER SALDIRILARIN GOLGESINDE
2025

AV. AHMET KALKAN

Uzun bir sGre siber saldinlar, hukuk
dUnyasinda tali bir mesele gibi ele alindi.
Teknik uzmanlarin, bilisim birimlerinin ya
da buUyUk sirketlerin ic sorunu olarak
gorildu. Oysa 2025 yili, bu yaklasimin
artik sOrdurGlemez oldugunu acik
bicimde ortaya koydu. BugUn siber
saldirlar; bireyin mahremiyetinden kamu
hizmetlerinin sUrekliligine, ekonomik
istikrardan ulusal guUvenlige kadar
uzanan genis bir alani dogrudan
etkileyen gercek ve somut tehditler
haline gelmis durumda.

Artik saldinlar yalnizca *“bir sistemin
cbdkmesi"nden ibaret degildir.
Hastanelerin hizmet veremedigi,
belediyelerin isleyemez hdle geldigi,
Uretim tesislerinin  gunlerce durdugu
olaylardan s&z ediyoruz. Daha da
onemlisi, bu olaylarnn bUyUk bir kismi
tesadUfi ya da moUnferit degdil; planli,
organize ve ¢cogu zaman sinir asan
yapllar tarafindan gerceklestirimektedir.

2025 yilinda ses getiren buUyUk siber
saldinlara bakildiginda ortak bir tablo
ortaya cikmaktadir: Kritik altyapilar
hedef alinmaktadir. Saglik, enerji, ulasim
ve kamu hizmetleri gibi alanlar, siber suc
gruplarn icin en etkili hedefler hdline
gelmistir. Bu alanlara ydnelik saldinlar
yalnizca ekonomik zarar dogurmakla
kalmamakta, ayni zamanda kamu
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dUzenini ve toplumsal guvenligi de
dogrudan etkilemektedir.

Bu noktada siber saldinlar ile klasik
sabotaj eylemleri arasindaki fark giderek
siliklesmektedir. Fiziksel saldinlar ile dijital
saldinlarin  sonuclarn arasindaki ayrm
bUyUk &lctde ortadan kalkmistir. Buna
karsin hukuki dUzenlemelerin bu
dénusUme ayni hizla ayak uydurdugunu
sdylemek gUctr.

Ozellikle ransomware saldinlannin geldigi
nokta, hukuki bosluklarn daha goérinur
kilmistir.  Fidye yazilimlan artik yalnizca
veri sifreleyen araclar dedil; kurumlar
muUzakereye zorlayan, kamuoyunu
etkileyen ve cogu zaman hukuki
belirsizliklerden beslenen sistemlerdir.

Bir siber saldin sonucunda milyonlarca
kisinin kisisel verisi sizdiginda sorumluluk
yalnizca saldinyr gerceklestiren faillerde
aranmamalidir. Gerekli teknik ve idari
tedbirleri almayan veri sorumlularinin da
hukuki sorumlulugu bulunmaktadir. Siber
guvenlik artik bir tercih degdil, acik bir
yUkUmIGIOktOr.

Yapay zekd destekli saldin tekniklerinin
yayginlasmasi ise sorunu daha da
karmasik hdle getirmektedir. Otonom
sistemler tarafindan ydnlendirilen
saldirilar, klasik ceza hukuku
kavramlarinin yeniden
degerlendiriimesini zorunlu kilmaktadirr.
Kast, kusur ve ihmal gibi kavramlar insan
iradesi Uzerinden sekillenmisken,
algoritmik karar mekanizmalarinin etkisi
bu alani belirsizlestirmektedir.

2025 yil, siber guvenligin teknik bir konu
olmanin étesinde hukuki ve toplumsal bir
mesele oldugunu net bicimde ortaya
koymustur. Kurumlarin ve kamu
otoritelerinin *henlz basimiza gelmedi”
anlayisi artik kabul edilebilir degildir.



Onleyici hukuk yaklasimi bu alanda
kaciniimazdirr.

Sonuc olarak, dijital cagin sessiz saldirlar
karsisinda hukuk suskun kalamaz. Siber
saldinlar artik gelecegdin degdil, buginin
meselesidir. Hukukun bu alandaki refleksi
geciktik¢ce bedelini toplum
ddemektedir.
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